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Abstract: The problem of industrial Internet security is becoming more and more prominent. The key to solve the problem is to deeply
study the knowledge base of industrial internet security vulnerabilities. In order to solve the problems of low value of exploiting vulnerable
data, insufficient means of association analysis and insufficient degree of visualization,based on the data of industrial Internet security vul-
nerability database,a method of constructing knowledge graph of industrial Internet security vulnerabilities is put forward. Knowledge graph
is imported into Neo4j graph database by means of original data information extraction, association analysis and data storage,so as to a-
chieve efficient storage and query. From the time dimension,spatial dimension and correlation dimension,the knowledge graph is analyzed,
and the query results are visualized. The results show that the proposed method can effectively and intuitively show the attributes and rela-
tionship of vulnerability data in industrial Internet,and realize the deep mining of the intrinsic value of vulnerability data.
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