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1. test(int pl, int p2, int p3)
2.1

3. p1=0, p2=0, p3=0;
4. if (x>0)

53 {p1=-2;}
6. if (y<5)

7. {

8. if (y+2z>0)

9. {p2=1;}
10. p3=2;
11. !

12. if (pl+p2+p3==3)
13. {

14. //some error
15. exit(1);

16. 1

17.}

BT A5 HhAT 7w BiACRS

&

B 58 B R AL test (9 HU pl \p2 \p3 E LTS

Q/i XY Z IR true s 4TS AT, UER

s

—Aif SRR AT IR AR B AR I RO A
JIT AT B AR 2 2R A A R A o, s A AR Y A e $h AT
BEaNE 2 s

X>0 IE X<=0

X>0&Y<5 X>0&Y>=5 X<=0&Y<5 X<=0&Y>=5
pl=-2, p1=0,p2=0,

p2=0,p3=0 p3=0

X>0&Y<5&Y+Z<=0

X>0&Y<5&Y+Z>0 —
XORYESENEZX0 o8 Y<5&Y+2<=0
pl=-2, pl=-2, pl1=0, pl1=0,
p2=1,p3=2 p2=0,p3=2 p2=1,p3=2 p2=0,p3=2
2 IR Y ARAT R
o1 &L 2 ATRIAE S AT 0 B R OF I 2R N A ARRITRTIR

FEAR T T L0 R, O R 24 BROSK i 4% 3 17 oK
i, SRAR 7S 2% B A8 X L g i 81 R DL < X
< =0,Y<5,Y+7Z>0> R MR AT 00 H
i, AT 4 R 3 5 pl =0,p2 =1,p3 =2 K 5]

(FBHEARE M % %42 )2020 F5% 39 £54 1 4

LPRARAPFIEAT R, 280N B T 45 il ek K
FHSE B N AP ER BT 22 1, A5 5 AT AT LAGE 25 21 Ak
FREREE , S BOE 2 09 3F B R A B AT 5 T
CANE B NIUR I/ S & 7 R I N I TS 1 S S 2

15



ITNS FEB L - MEZ R LBIIPHLAK o Network security protection technology

S AT ICTE AR R R O (N HAURR 45) T 4y
WA B T Az I 5 {51 B RS B T S B
AR AR W i 4 R A T B A B i

BEXF IR IR, AR SCAR M T 2R o3 SOBE
FES AT AL IE | 3 YSCAR pR B0 1 R 5K 2 MM
N LYRGRAT A WA B B 24 2% R 5 T B B AR 2R
e, Wb A G A% 0 I 0 28 B, DA T 4R T AT 5
PATHY AR B R o
2 ETSYARMNFSHITRULEZE
2.1 SHARMRUERIELR

BEXIE AT 5 AT 5 A 45 5K 2 5O i A2 b
E RS 5 A RS0 1 51 4 ) AL, 2 1 2 B A A
HEZR GNP 3 s o

CIL
CIL PRI |, .
|
PRI R
FRF S5 EEA L
RO REATR| SRR A
PEARANALE | DS A
LS

B3 SEARMAHELR

¢%&ﬁmmjﬁﬁﬁﬁwﬁwﬁ%?@m:

E 85 I BEAT 466 A, YOS AR AE 2 2 AT AR
o RSB R I HE HURRADIE 2 )T 15 51 FF
B A T g i A BRSO AR B 2 o, B S e
W A 1) 119 24 B 45 1 A NQNIRE P 1 358 2 TR A s SR
Jr et 2 AR TR 24 TS5 PR S LU R K 5 B
BT S PATIZ AT B AP BE 58 B T G, AP R I
LU ARAR B 0% 26 AT BE AR A T UM D 249 3R, 384
FNZBRACAT 7 AT YRR P B AT S AT TR
CREST Az J8C 2 % A2 9 I 12X P 48] 760 65 17 ) ke I3 41 5
PR A B A 2 SRR SN, A R 0 X 451
TEIORS 5
2.2 ETSHARNHASHUITRHEE

(1) SRR AT

i A CTL 37 A 2 AR 1) i 00 A 7 v 4 A2 Sk AR
B BRER T M PATOIR S B8 AP BR 8 BRI B 1R
BRI KA B o 38 I R B 44 B 25 R BT A S pR R

R TANKRSE AR ASG R 5T ARKRSE
BEATTR — 200 X R BT b B R R S B AT IR AR
Az AP IR EE 2 AR IF AT A AU AL R R I T
BE 1 SRR R
Input; CIL Binarycode
Output; {PC}
1. SET Deviationlong
2. while CIL Binarycode # &  do

/AN R A

3. if Function F have (include) Special parameters then
4 {PC} = {PC} U Special parameters

5. Function F markFlag

6 End if

7. Binarycode = Binarycode - Deviationlong
8. End while Q
9. {PC} Format con@
10. RETURN
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Input; {PC}
Output; { PC_N}
1. while Symbolic execution do
2. if Function have Flag then
3. 0_PC = {PC e Flag}
7/ AR BT 2 R P IR 2951

4. PC_ = pc U O_PC

/7 B 8 24 SRR I B 24 i A 2 R
5. End if
6. End while

7. RETURN PC_N
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int main()
{
CREST int(flag);
int fd = open(A myfilea , flag);
if(fd < 0)
{
printf (A open err\na );
exit(1);
}
else{
const char*msg=A hello open\nd ;
write (fd, msg, strlen(msg));
close (fd) ;
}

return 0;
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