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Abstract: Aiming at the problem that the access strategy reveal privacy’ e degryption phase of Ciphertext policy attribute based en-
Y

cryption ( CP-ABE) scheme, an improved scheme of group signature,s

g is proposed. Firstly, the attribute set is constructed by

the weight threshold access structure, and the attribute set of theo ertand the enemy is determined in the security model. Secondly,
ac

the group signature method is applied to realize the hiding of t

scheme is constructed to prove the security of the scheme.

users, also can be used in a wider range by comparatife ang
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