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Abstract: Current network monitoring and analysis pla S

¥ insufficient capabilities, such as single source of detection data, data

fragmentation , and insufficient data integration capabilifies, il particular,new types of attack methods have brought a huge impact on tra-

ditional security monitoring methods based on k

realize the collection of diversified data such as DP

port the processing and storage of struct
awareness, traffic perspective, backtgac
integrating equipment and topolo
er means, with the ability to

monitoring and analysis solution.

e bases. This paper makes use of big data analysis and prediction technology, to
FI,NetFlow,active measurement and scanning,syslog, SNMP,SLA ,etc. ,to sup-
andﬁnstructured data such as traffic, performance, security, etc. ,and to present situation
nalysis, performance monitoring, security detection,asset management functions as the core,
dgement, thematic analysis, exception file identification and restore , active measurement and oth-

stwork threats without relying on rules,to create an integrated network comprehensive, intelligent
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