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Abstract:In the age of Internet and big data, with the rapid deyelgpthent 8f big data information system, the high requirements for per-
sonal information protection are raising accordingly. From the petspeBtive of existing laws and regulations as well as frequent happened
security incidents, personal information protection has bee ed to an unprecedented height. In this paper, we deeply analyze the
personal information leakage sources, risks, causes a@ ®The related solutions are presented to protect personal information from
all aspects, which can effectively prevent crimi apturing and taking advantages of personal information. This research can
take as a reference for further research of how to s then personal information protection ability in information system.
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