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! 引言
随着信息社会的发展 "电信欺诈高发 "但由于通信

关系的复杂性和不确定性 "电信欺诈检测成为了一个十
分困难的问题 #
传统电信欺诈检测技术主要基于用户属性和通话

记录来获得用户行为样本 "再通过 *+, $-./ 等机器学
习方法学习行为特征 0 12&3# 这些方法主要使用短时间的
行为统计进行分类 "往往会出现时间尺度特征不足的问
题 #同时 "由于用户通话行为的复杂性 "以固定窗口的统

计特征作为诈骗电话的统计依据 0 ’ 2$3"容易受到长期行
为变化影响 "分类效果差 #
由于通信是一种社交行为 "通信社交网络包含丰富

的关系信息 " 通过社交网络能成功捕获用户的相关性 "
如两个人的社交网络重叠程度与其联系强度相关 "即彼
此认识的普通用户可能会有共同好友 0 42"3# 而电信诈骗
分子并不了解用户社交特征 "电信诈骗号码与被骗号码
之间难以存在共享社交节点 #同时不同用户的社交关系
存在不同的节点数量 $节点度数 $节点 526789 值 $:;<9
=;>5 得分等 0 %2(3"使得其社交网络拓扑并不相同 # 基于
这一思路 "可以利用通信社交网络分析方法进行诈骗

一种基于图神经网络的电信诈骗识别方法!
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摘 要 ! 通信技术的普及给人们带来便捷的同时 !电信欺诈行为也急剧增加 " 由于诈骗行为特征 #号码类型等与正
常业务具有极高相似性 !传统基于统计的电信欺诈检测方法难于筛选 " 提出将用户通信关系转换为一组拓扑特征 !
建立通信社交有向图 !将具有统计特征的顶点表示用户 !具有关系特征的边表示他们之间的活动 " 在通信社交图基
础上 !通过图卷积模块捕获用户的通信行为规律和通信社交关系特征 !通过池化读出机制聚合通信社交网络的潜
在特征 !以识别电信欺诈行为 " 真实通信历史数据验证表明了该方法的有效性 "
关键词 ! 欺诈检测 $通信社交网络 $图神经网络 $行为分类
中图分类号 ! A:1(%B"&" 文献标识码 ! C "#$!1@?1"14%DE? FGG>?@&4(2%HH(?&@@H%"

中文引用格式 ! 张杰俊 "唐颖淳 "季述郧 "等 ? 一种基于图神经网络的电信诈骗识别方法 0 I 3 ?电子技术应用 "&@&1 "$% !" ) !
&4 2 &H " ’$ ?
英文引用格式 ! JK;>< IF9EL> "A;>< MF><6KL> "IF *KLNL> "9O ;P ? C O9P967Q R8;LS FS9>OFRF6;OF7> Q9OK7S T;G9S 7> <8;UK >9L8;P >9O2
V7850I3? CUUPF6;OF7> 7R WP96O87>F6 A96K>FXL9 " &@&1 " $% Y " ) ! &42 &H " ’$ ?

C O9P967Q R8;LS FS9>OFRF6;OF7> Q9OK7S T;G9S 7> <8;UK >9L8;P >9OV785

JK;>< IF9EL>1"A;>< MF><6KL>1"IF *KLNL>&"-F IF><PF>&

!1?ZKF>; A9P967Q Z78U78;OF7> -FQFO9S *K;><K;F /8;>6K"*K;><K;F &@@@$1 "ZKF>;%
&?*O;O9 [9N -;T78;O78N 7R \9OV785F>< ;>S *VFO6KF>< A96K>7P7<N "/9FEF>< ]>F^98GFON 7R :7GOG ;>S A9P967QQL>F6;OF7>G "

/9FEF>< 1@@(%" "ZKF>;)

%&’()*+(! _KFP9 67QQL>F6;OF7> O96K>7P7<N T8F><G 67>^9>F9>69 O7 U97UP9 ‘ O9P967Q R8;LS ;PG7 F>689;G9G GK;8UPN ? A8;SFOF7>;P S9O96OF7>
Q9OK7SG ;89 Q;F>PN T;G9S 7> S;O; QF>F>< ;>S GO;OFGOF6;P P9;8>F>< 7R KFGO78N S;O; ? a7V9^98 ‘ SL9 O7 OK9 KF<K GFQFP;8FON T9OV99> R8;LS
T9K;^F78 ;>S >78Q;P TLGF>9GG ‘ O8;SFOF7>;P GO;OFGOF6;P Q9OK7SG ;89 SFRRF6LPO O7 G6899> ? AKFG U;U98 U87U7G9G O7 O8;>GR78Q LG98 67QQL>F!
6;OF7> 89P;OF7>GKFU F>O7 ; G9O 7R O7U7P7<F6;P R9;OL89G ;>S 9GO;TPFGK 67QQL>F6;OF7> G76F;P SF896O9S <8;UK‘ VK989 ^98OF69G VFOK GO;OFGOF6;P
6K;8;6O98FGOF6G 89U89G9>O LG98G ;>S 9S<9G VFOK 89P;OF7>;P 6K;8;6O98FGOF6G 89U89G9>O ;6OF^FOF9G T9OV99> OK9Q? b> OK9 T;GFG 7R OK9 67QQL!
>F6;OF7> G76F;P <8;UK‘ OK9 U7O9>OF;P 6K;8;6O98FGOF6G 7R OK9 67QQL>F6;OF7> G76F;P >9OV785 ;89 P9;8>9S OK87L<K OK9 <8;UK >9L8;P >9OV785‘
;>S OK9 F>R78Q;OF7> 6K;8;6O98FGOF6G 7R QLPOFUP9 >7S9G ;89 ;<<89<;O9S OK87L<K U77PF>< 89;S7LO Q96K;>FGQ‘ F> 78S98 O7 FS9>OFRN OK9 O9P9!
67Q R8;LS LG98G ? AK9 ^;PFS;OF7> 7R 89;P 67QQL>F6;OF7> KFGO78N S;O; GK7VG OK9 9RR96OF^9>9GG 7R OKFG Q9OK7S?
,-. /0)1’! R8;LS S9O96OF7>%67QQL>F6;OF7> G76F;P >9OV785 %<8;UK >9L8;P >9OV785G %T9K;^F78 6P;GGFRF6;OF7>

23

《电子技术应用》http://www.chinaaet.com

《电子技术应用》http://www.chinaaet.com



!!!!"#$%&’()*+,-.

图 ! 基于图的通信社交行为检测模型框架

检测 " #$!
本文提出了基于图神经网络 %&’()* +,-’(. +,/01’2"

&++3的通信社交检测方法 ! 该方法建立了一种端到端
学习 &++ 模型 "该模型基于游走采样和节点融合策略动
态构建计算图 "之后通过节点卷积算子和关系边卷积算
子的混合算法基于计算图实现图卷积 %&’()* 41561.-/715
+,/01’2"&4+3 "89$进行信息融合 "最后引入均值池化读出
机制 "聚合来自不同节点范围的信息 "并最终实现分类
表示 !该模型将用户行为特征和社交关系特征结合在一
起 "以识别欺诈行为 ! 通过上海市真实电信数据集实验
验证 "相比于传统方法 "基于 &++ 的通信社交检测模型
可以提高电信诈骗识别的检出率 !

/ 基于图神经网络的电信诈骗识别算法设计
&++ 的核心思想是从局部图邻域迭代聚合特征信

息 " !!$! 局部图中的边表示两个节点之间的依赖关系 "并
通过周围的状态来更新节点的状态 "从而能够解决通信
社交关系拓扑的挖掘和基于节点间相关性强弱的迭代

更新问题 !
0"0 图神经网络模型架构
基于 &++ 的通信社交行为检测模型结构如图 ! 所

示 ! 模型划分为三部分 # :!;图构建模块 $ %<;图卷积层 $
%=;均值池化 %>,(5?)11.75@;读出机制 !
输入有向图 ! 为一对 :""# ;"其中 " 表示具有用户

特征 $%!!
&%

的有限节点集合 :例如 "用户属性 %用户呼叫

数量等 ;"# 表示用户交互的一组边 " 边特征为 ’%(!!
&’

:例如 "通话次数 %通话时长 %呼叫类型等 ;"&% 表示节点

特征数 "&’ 表示关系边特征数 !
首先 "&++ 为每个用户构造计算图 "然后将其映射

到卷积层的输入 !图卷积层由几个节点卷积算子和边卷
积算子组成 "它们对用户之间的交互进行建模并提取
不同范围的融合信息 ! 然后 "均值池化读出机制会利用
多范围节点信息 "并逐步进行全局的图迭代更新 :&’()*
ABC,DD75@;! 最后 "将 &++ 输出与分类器结合起来 "用于

最终的欺诈预测 !
0"1 图构建模块
为了处理大规模通信社交网络 "本文提出一种基于

相对关系强度的短步游走策略来对计算图进行采样 "有
效减轻了无效节点对模型训练的影响 !
计算图的构建流程如图 < 所示 !

该流程分为两个步骤 #
:8 ;针对通信社交网络原始图 "对源节点 )"通过固

定长度 * 游走策略生成用户通信社交网络子图 ! 方法
是 "从源节点 ) 开始以固定步长 * 进行游走 "并保留游
走过程中的节点 ! 为了保留相对较强的社交关系 "游走
根据亲密关系采样 +?*1)E:<"+" * ;邻居 !

:< ;针对通信社交网络子图 "合并用户的 +?*1)E 邻
居簇 "生成用户节点 ) 的最终计算子图 ! 为了降低计
算复杂度 "该策略保留了源节点及其直接邻居 "合并了
+?*1)E 邻居并删除度为一的合并节点 !
0"2 图卷积模块
图卷积 :&4+;可看作为一个图数据特征提取器 "核

图 < 计算图的生成过程
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心思想是利用边的信息对节点信息进行聚合并把邻居

节点加和求平均 !从而生成新的节点表示 " 基于拉普拉
斯矩阵的谱分解 !!"# 采用以下图卷积子 #

! !$"! %&’(#! "! %&)(!! *&+
其中 !! 表示节点初始特征向量 !!!表示节点更新后的

状态向量 !#! $#,$ 表示带自环的邻接矩阵"! !!$
"$-
!#! !"!并

且 $ 表示节点度数矩阵 !! 为卷积子学习参数 "
可以找到一个函数 # *$ +作为节点卷积子 !同时运用

于当前节点和邻居节点 " 其中 !可以通过一个可学习的
参数来调整中心节点的权值 !%#

&’

* ( +
$ #"

* ( +
* *&,!%+&’

* (% & +
,

)"* * ’ +
! &)

* (% & +
+ *(+

其中 !& ’

* ( +
表示节点信息 ! #"

* ( +
可以使用多层感知机 *./01+

拟合 !!% 用于调整中心节点的权值 "
为了对通信社交网络的节点和关系边进行建模 !需

要堆叠多个卷积层以学习图中每个节点的内部隐藏表

示 !完成行为内容或社会关系的信息融合 "
在传统图卷积中 !领域消息传递阶段运行固定步长

+ !并根据消息函数 ,( 和节点更新函数 -( 进行节点学

习 " 在当前时刻 ( !根据当前节点状态 &’

* (2 & +
$领域状态

&.

* (2 & +
和关系信息 /’.! 计算消息 0’

* ( +
并更新节点隐藏状态

&’

* ( +
" 在 !## 中 !为了聚合节点特征和关系边特征 !更新

了卷积函数 ! 将其视为消息函数和更新函数的组合 !以
进行信息融合 #

&’

* ( +
$ #"

* ( +
&’

* (2 & +
,

."* * ’ +
! &.

* (2 & +
1"
* ( +
*/’.# $+ *3+

式中 !* *’+表示图中节点 ’ 的邻居集 ! #"
* ( +
和 1"

* ( +
表示需要

学习的函数 " 考虑到两个用户之间的复杂交互 !选择使

用神经网络 1"
* ( +
将边特征映射到节点特征 !从而聚合来

自邻域节点信息和边信息 " 在节点任务下 !神经网络 #"
* ( +

可以表示为节点及其邻居的通用状态更新函数 "
!## 的图卷积模块结构如图 3 所示 " !## 的图卷积

层通过 3 层堆叠而成 !每一层参数共享 !每个节点的邻
居都进行一次卷积操作 !并用卷积的结果更新该节点 !
然后经过激活函数 45/6 完成节点隐藏状态的更新 "
!"# 均值池化读出机制
局部图中较小的邻域范围表示局部依赖关系 !较

大的范围倾向于捕获更高阶的社交关系特征 !不同范
围的信息在正常网络和欺诈网络中的贡献均不相同 " 为
了更好地利用多范围信息 !获取最佳的图表示 !本文提
出图神经网络的均值池化读出机制 !以对各节点隐藏状
态的集合进行操作 !并且这些节点隐藏状态排列是保持
不变的 "

$ 实验与分析
$"! 实验数据集
实验数据集采用上海市的真实呼叫记录 !包含从

(-&7 年 8 月 &- 日"(-&7 年 9 月 (3 日的全部用户呼叫记
录 !用户之间可能存在多个通信事件 " 数据集的数据样
本统计信息如表 & 所示 "

针对这一数据集 !首先进行数据预处理 !主要进行 2
分数归一化 " 之后对数据集按时间顺序进行划分 !其中

图 3 3 层 !## 示意图

性质

用户总数 :3 :
关系总数 :! :
单边数

节点最大度数

被标记为诈骗总数

数量

8; 7<3 38-
8(8 &8- 3(-
3-< 8&& &3=
99; (99

(- &93*占总数的 ->-;?+

表 & 数据样本统计

$%
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!"!数据用于训练 !#"!数据用于验证 !$%!数据用于
测试 "
/"0 实验设置
针对数据集 !选取 & 种用于构建计算图的用户特征 !

如表 $ 所示 "

对于每个用户的采样计算图 !实验将最大游走长度
! 设置为 ’" 同时将每个卷积模型的卷积层数设置为 ’!
将节点隐藏状态维数和均值池化维数都设置为 #(!并
将均值池化函数应用于特征融合 " 最后的分类器采用两
层 )*+,"
实验使用 -./0 优化器将模型训练 ’%% 个 12345,!以

使平均绝对误差 #)-6$最小化 %初始学习率设为 "7%%#!
8/945 大小设为 ’$"
实验采用的各种算法对比模型包括 &
:; <=>)&使用包含社交网络结构信息的用户节点呼

叫统计特征作为模型的输入信息 %
:$ <*?@ :*AB59?@)<&使用包含社交网络结构信息的

用户节点呼叫统计特征作为模型的输入信息 %
:’ <-CC&浅层人工神经网络 !采用两层感知器进行

分类 D ;$ E% 使用包含社交网络结构信息的用户节点特征作
为模型的输入信息 %

:F <?GC&图卷积网络是基于图结构数据的半监督学
习 D #%E% 其模型中的边权重是通过用户之间的亲密关系计
算得到 !再根据权重构造边缘卷积算子完成对边缘特征
评估 !之后通过加权平均的方式更新节点状态 %

:H <?IC&图同构网络 :?J/25 I,303J25A,0 C19K3JL<是一
种消息传递网络 :)1,,/B1 +/,,AMB C1NJ/O C19K3JL!)+CC<D;;E%
?IC 通过一个可学习的参数来调整中心节点的权值 !再
根据权值构造节点卷积算子完成节点状态更新 D ;’E%

:( <?CC&本文构建的图神经网络 %
0"1 样本分类结果与分析
实验采用正确率 ’精确率 ’召回率和 -PG 来评估电

信诈骗识别的性能 "
如表 ’ 所示 !?CC 模型比其他模型具有更好的识别

能力!并且 ?CC 的 -PG 比传统机器学习模型 =>) 和*?@
分别提升了 &7$’!和 !7H!! !也比其他人工神经网络模
型 :-CC’?GC’?IC<分别实现了 H7’H! ’’7Q&!和 ’7"F!
的 -PG 提升 " 实验结果表明 !?CC 可以学习到通信社交

网络更多的信息 !同时 !均值池化 :01/MR233OAMB<读出机
制也比传统的池化 :0/SR233OAMB<具有更好的效果 D #FE"
图卷积模块中 !图卷积层数对识别性能的影响如

图 F 所示" 随着迭代次数的增长!相比第 # 层卷积和第 $
层卷积!第 ’ 层卷积实现了 $7$!和 #7FH!-PG 的提升" 因
此!图卷积模块中较深的卷积层有益于电信诈骗的识别"

对于不同模型的分类效果 !本文使用 9 R=C6 :9 R.A,"
9JA8N91. =9345/,9A4 C1AB583J 6081..AMB<完成了高维图表示
学习结果的降维和可视化 D #HE"

-CC’*?@’?GC’?IC 模型的可视化结果如图 H : / <
所示 !?CC 模型的可视化结果如图 H:8<所示 " 其中 !灰
色表示普通用户 !黑色表示欺诈用户 (?CCR# 为 # 层图
卷积操作 !?CCR$ 为 $ 层图卷积操作 !?CCR’ 为 ’ 层图
卷积操作 % ?CCR#’?CCR$’?CCR’ 使用均值池化操作 !
?CC )/SR233OAMB 采用最大值池化操作 % 从可视化结果
中可以看到 !采用均值池化操作的 ’ 层 ?CC 模型 !其准
确性始终高于其他方法 %

1 结论
本文提出了一种基于图神经网络 :?CC<的电信欺诈

识别方法 %这一方法基于短步游走采样和节点合并来构

特征

G/OOT43NM9
U39/OT4/OO9A01
)/ST4/OO9A01
)AMT4/OO9A01
)/ST,9/J9
)AMT,9/J9
V/AOT4/OOT43NM9

描述

通话次数

总通话总时长

最大通话时长

最小通话时长

最后通话时间

最早通话时间

通话失败次数

表 $ 用户特征

表 ’ 各模型的分类结果
模型名

=>)
*?@
-CC
?GC
?IC

?CC:0/SR233OAMB <
?CC:01/MR233OAMB <

正确率

"7&(& H
"7&(Q (
"7&&Q ’
"7Q$" F
"7Q$$ &
"7Q’F H
"7QF& F

精确率

"7&&; (
"7&$F F
"7&&H $
"7&F" ;
"7&&Q &
"7Q’( H
"7QF! $

召回率

"7&$Q "
"7Q;F Q
"7Q"’ F
"7Q!( &
"7QFH Q
"7Q’H ;
"7QFQ $

-PG
"7&(H Q
"7&!$ H
"7&QF !
"7Q"& F
"7Q;! &
"7Q’! &
"7QF& $

图 F 卷积层对模型性能的影响
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图 ! 可视化结果

造计算图以适应大规模通信社交网络 !通过融合通信社
交信息的图同构算子和边卷积算子的混合体和过均值

池化操作 !有效地利用多范围信息对通信社交网络的特
征进行学习 " 本文通过真实数据集对 "## 模型进行了
评估 !与其他欺诈检测方法相比 !图卷积方法能够适应
大规模通信社交网络的检测 !能满足电信欺诈检测的要
求 " 未来的工作中 !将进一步把图神经网络应用到现实
系统中 !以实现电信诈骗的实时拦截 "
参考文献

$% & ’()*()+,- -!,+.+-)/ 0 01( 2343 567678 9:35;<=:>
9=: 2;4;?4678 @AB@?:6C46=7 9:3A2 67 4;D;?=55A76?346=7$E & 1

+7867;;:678 (CCD6?346=7@ =9 (:4696?63D /74;DD68;7?;!FG%%!FH
I%J#%KFL%MH1

$F & ,(-()N# )!0O)(P O Q /!#+O0(## +!;4 3DRP6@?=S;:T
=9 9:3A2 :AD;@ 9=: 4;D;?=55A76?346=7@$ ?U3DD;78;@ 372 @=DAL
46=7@$V& R.:=?;;2678@ =9 4U; ’694U (V0 ,/"WPP /74;:73L
46=73D V=79;:;7?; =7 W7=<D;28; P6@?=S;:T 372 P343 067678R
(V0!%MMM#HGMLH%XR

$X & Y(#/"OV-/ 0!-(’Y 0!-NZZ0+# E!;4 3DR’:3A2 2;4;?L
46=7 67 ?=55A76?346=7 7;4<=:>@ A@678 7;A:3D 372 C:=B3L
B6D6@46? 5;4U=2@$V& R.:=?;;2678@ =9 4U; %MMK /+++ /74;:73L
46=73D V=79;:;7?; =7 (?=A@46?@!,C;;?U 372 ,6873D .:=?;@@678!
/V(,,.!MK[V34 1#=1MKV-X\%K%] R /+++!%MMKR

$H & +,Y"*+Q . (!VZ(OP/N 0 -!VZ(OP/N ( .R,AB@?:6C46=7
9:3A2 C:;S;746=7 67 4;D;?=55A76?346=7@ A@678 9A^^T :AD;@ 372
7;A:3D 7;4<=:>@$E& 1+_C;:4 ,T@4;5@ <64U (CCD6?346=7@!F‘‘\ !
X%[F]#XXaLXHH1

$! & Z6A ,U;78UA3!-NN/ b!’(ZNOY,N, V1-=D=@?=C;#4=C=D=8TL
372L@C6>; 3<3:; 9:3A2 2;4;?46=7$V& 1.:=?;;2678@ =9 4U;
F‘%a (V0 =7 V=79;:;7?; =7 /79=:5346=7 372 W7=<D;28;
03738;5;74 1 (V0!F‘%a1

$\ & ")(#N*+YY+) 0 ,1YU; @4:;784U =9 <;3> 46;@$E&1(5;:6?37
E=A:73D =9 ,=?6=D=8T!%MaX!aK[\]#%X\‘L%XK‘1

$a & ’(W-)(+/ ,!’NOZP, E!,-(,-(#W( 0!;4 3D1V=DD;?46S;
@C355;: 2;4;?46=7 67 ;S=DS678 5AD46L:;D346=73D @=?63D 7;4L
<=:>@$V&1.:=?;;2678@ =9 4U; F%4U (V0 ,68>22 /74;:7346=73D
V=79;:;7?; =7 W7=<D;28; P6@?=S;:T 372 P343 0676781(V0!

F‘%!1
$K & c678 d63=<;6!eA d6743= !b()b()# P1,C;?4:A5 B3@;2

9:3A2 2;4;?46=7 67 @=?63D 7;4<=:>@$V& 1F‘%% /+++ Fa4U
/74;:7346=73D V=79;:;7?; =7 P343 +7867;;:6781/+++!F‘%%1

$M & f/O E!Y(#" E!0( -!;4 3D RcRP;;C679#@=?63D 679DA;7?;
C:;26?46=7 <64U 2;;C D;3:7678$V& R.:=?;;2678@ =9 4U; (V0
,/"WPP /74;:7346=73D V=79;:;7?; =7 W7=<D;28; P6@?=S;:T
g P343 0676781(V0!F‘%K#F%%‘LF%%M1

$%‘& W/.’ Y #!e+ZZ/#" 01,;56L@AC;:S6@;2 ?D3@@696?346=7
<64U 8:3CU ?=7S=DA46=73D 7;4<=:>@$V& 1 /74;:7346=73D V=79;:L
;7?; =7 Z;3:7678 );C:;@;74346=7@ I/VZ)] F‘%a!F‘%a1

$%%& "/Z0+) E!,V-N+#-NZQ , ,!)/Z+c . ’!;4 3D 1#;A:3D
5;@@38; C3@@678 9=: hA374A5 ?U;56@4:T$V& 1.:=?;;2678@ =9
4U; /74;:7346=73D V=79;:;7?; =7 03?U67; Z;3:7678!F‘%a #
%F\XL%FaF1

$%F& b)O#( E!Q()+0b( e!,QZ(0 (!;4 3D1,C;?4:3D 7;4<=:>@
372 D=?3DDT ?=77;?4;2 7;4<=:>@ =7 8:3CU@$V& 1.:=?;;2678@
=9 4U; X:2 /74;:7346=73D V=79;:;7?; =7 Z;3:7678 );C:;@;7L
4346=7@ iFG%HR

$%X& dA W;TADA!-A e;6UA3!Z+,WN*+V E!;4 3DR-=< C=<;:9AD
3:; 8:3CU 7;A:3D 7;4<=:>@j$E & R3:d6S C:;C:674 3:d6S#
%K%GRGGKF\!FG%KR

I 3 ]其他各模型

I B ]"## 模型

I下转第 XH 页 ]

!"

《电子技术应用》http://www.chinaaet.com

《电子技术应用》http://www.chinaaet.com



!!!!"#$%&’()*+,-.

!"#$ %&’()*&% % +!,*-.*&/0) %!01*//*2&0//( 3!45 678
-9:;97<5=9:67 :45>9?@A 9: B?6CDA E9? 746?:=:B F974G<76?
E=:B4?C?=:5A !3 $ 86?H=;"IJKL8KLMLM!MK"J8

!"J$ /(H NO2?6CD G9:;97<5=9:67 :4<?67 :45>9?@A E9? >4PQAG674
?4G9FF4:R4? ASA54FA!-$ O1?9G44R=:BA 9E 5D4 TU5D *-,
V02+%% 0:54?:65=9:67 -9:E4?4:G4 9: +:9>74RB4 %=AG9;4?S
W %656 ,=:=:B!TKXYO

Z收稿日期 "MKMKQ"KQK[\
作者简介 "
张杰俊 ZXL]X Q \!男 !硕士 !主要研究方向 "电信网络

0-^#云计算 #人工智能技术 $
唐颖淳 Z"L]JQ\!女 !硕士 !主要研究方

向 "电信领域人工智能技术 $
季述郧 %"LL[ Q &!男 !硕士 !主要研究

方向 "机器学习与图神经网络 ’

Z上接第 ML 页 \

扫码下载电子文档

扫码下载电子文档

!Y $ H0*)2 3!_‘& 2O39=:5 E6G4 R454G5=9: 6:R E6G=67 4aC?4AA=9:
?4G9B:=5=9: >=5D ,^-))!-$ O0((( -9FC<54? V9G=45S!MK"] "
UMUQUM]O

!L $ V-‘/bcc c !+*.()0-‘()+b %!1‘0.d0) 3Oc6G4)45"
6 <:=E=4R 4FP4RR=:B E9? E6G4 ?4G9B:=5=9: 6:R G7<A54?=:B!-$ O
MK"J 0((( -9:E4?4:G4 9: -9FC<54? ’=A=9: 6:R 16554?:
/4G9B:=5=9:Z-’1/\!d9A59:!,*!MK"J"Y"JQYMeO

!"K$ 0*)%b.* c )!‘6: V9:B!,bV+(f0-_ , f !45 67 O
Vg<44h4)45"*74a)45Q74;47 6GG<?6GS >=5D Jia E4>4? C6?6F4Q
54?A 6:RjKOJ ,d F9R47 A=h4 !3$ O6?H=; C?4C?=:5 6?H=;"
X[KMOK]e[K !MKX[O

!XX$ 2*0+f*% * V!(.QV‘*/+*fN ,O1?<:=:B G9:;97<5=9:
:4<?67 :45>9?@ ZAg<44h4:45 \ <A=:B 56S79? 4aC6:A=9:QP6A4R
G?=54?=9:!-$ OMKXY 0((( 0:54?:65=9:67 VSFC9A=<F 9: V=B:67
1?9G4AA=:B 6:R 0:E9?F65=9: ^4GD:979BSZ0VV10^\!.9<=A;=774!
+N!&V*!MKXY"XQJO

!XM$ %()2 3!_*c(/0/0b& VO*?Gc6G4 E9? R=AB<=A4R E6G4
?4G9B:=5=9:!-$OMKXL 0(((k-’c 0:54?:65=9:67 -9:E4?4:G4 9:
-9FC<54? ’=A=9: f9?@AD9CZ0--’f\!V49<7!+9?46ZV9<5D\!

MK"L"UYJQULe8
!"e$ 3*)2 (!2& V!1bb.( d8-654B9?=G67 ?4C6?6F454?=h65=9:

>=5D B<FP47QA9E5F6a!3$86?H=; 1?4C?=:5 6?H=;""[""8K""UU!
MK"[8

!"U$ 周光朕 !杜姗姗 !冯瑞 !等 8基于残差量化卷积神经网络
的人脸识别方法 ! 3 $ 8计算机系统应用 !MK"Y!M]ZY\"eLQ
UJ8

!"J$ 朱红 !陈清华 !刘国岁 8一种高速神经网络 ‘VQ+Qf^*
的研究 ! 3 $ 电子学报 !MKKM!eKZ]\""KMKQ"KMM8

Z收稿日期 "MKMKQKLQeK\
作者简介 "
况朝青 Z"LL[Q \!通信作者 !男 !硕士研究生 !主要研究

方 向 " 深 度 学 习 与 计 算 机 视 觉 !( QF6=7"Me"J[JK]J[lgg8
G9F’
贺超 Z"LLKQ \!男 !博士研究生 !主要研

究方向 "光纤无线通信网络 ’
王均成 Z"LL[Q \!男 !硕士研究生 !主要

研究方向 "深度学习与计算机视觉 ’

!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!

""""""""""""""""""""""""""""""""""""""""""""""#"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
#""""""""""""""""""""""""""""""""""""""""""""""#"

"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
"
#

!!"#$ 及人工智能"专栏征稿启事
自 "LYU 年诞生以来 !c12*%c=47R 1?9B?6FF6P74 2654 *??6S!现场可编程逻辑门阵列 &因其优异的可定制性和可

重配置特点得到了工业界和学术界的密切关注和深入研究 ! 并在诸多领域得到广泛应用 ’ 近年来 ! 随着人工智
能 #大数据的迅速发展 !c12* 在人工智能等领域的应用也受到业界的大力关注 ’ 可编程性 #高能效比等特点使
c12* 在人工智能领域的应用中展现出独特优势 ’ 为了促进 c12* 在人工智能 #大数据 #边缘计算等新兴应用领域
的应用研究和技术推广 !推动 c12* 及人工智能领域的发展 ! (电子技术应用 )杂志拟于 MKM" 年第 "M 期 %"M 月 [
日出刊 &推出 *c12* 及人工智能 +主题专栏 ’现面向相关领域专家学者征集相关稿件 ’欢迎新老读者大力关注 !踊
跃投稿 ,

/"稿件主题 "稿件内容包括但不限于以下主题 "
Z"\基于 c12* 的人工智能研究 !如图像和语音处理 -深度学习 #机器学习 #虚拟现实 #神经网络与智能计算 #

基于大数据的人工智能技术 ’
ZM\c12* 在其他领域 %工业 #通信 #医疗等 &的应用 ’
Ze\人工智能领域相关的算法研究及硬件实现 ’
0"稿件要求 "文章需具有创新性且未在其他期刊公开发表过 ’ 文中图表需清晰 !文字规范 ’ 详见 (电子技术应

用 )投稿须知 %D55Cm n n>>>OGD=:6645 OG9FnC6C4? n:95=G4 n&’
1"截稿日期 "MKM" 年 "K 月 MK 日 ’
2+投稿方式 "请登录 (电子技术应用 )官网 ZD55C m n n>>>OGD=:6645 OG9Fn\!投稿页面中选择 oc12* 及人工智能 o专

栏投稿 !按要求提交 ’
专栏特约主编 " 韩德强 北京工业大学 高级工程师
专栏编辑 "毕晓东 %KXKQYTpK[KYJ.P=aRlGD=:6645 8G9F&

12

《电子技术应用》http://www.chinaaet.com

《电子技术应用》http://www.chinaaet.com



版权声明 

  经作者授权，本论文版权和信息网络传播权归属于《电子技术应用》

杂志，凡未经本刊书面同意任何机构、组织和个人不得擅自复印、汇编、

翻译和进行信息网络传播。未经本刊书面同意，禁止一切互联网论文资源

平台非法上传、收录本论文。 

  截至目前，本论文已经授权被中国期刊全文数据库（CNKI）、万方数

据知识服务平台、中文科技期刊数据库（维普网）、DOAJ、美国《乌利希

期刊指南》、JST 日本科技技术振兴机构数据库等数据库全文收录。 

  对于违反上述禁止行为并违法使用本论文的机构、组织和个人，本刊

将采取一切必要法律行动来维护正当权益。 

特此声明！ 

《电子技术应用》编辑部 

中国电子信息产业集团有限公司第六研究所

《电子技术应用》http://www.chinaaet.com

《电子技术应用》http://www.chinaaet.com




