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Research on distributed trust in 6G
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2.China Telecom Research Institute , Beijing 102209 , China)

Abstract: With the development of mobile communication technology, the 6th Generation mobile networks(6G) network will ease the
pressure on the bearer network through distributed network sinking, and optimize resource allocation through distributed coordination.
However, how to ensure distributed trustworthiness and help the multi—party collaborative system is an upcoming security challenge.
As a distributed ledger technology, blockchain can be applied to cross—domain authentication and cross —domain resource coordina-
tion. Blockchain can ensure the transparency of transactions and the credibility of data, and establish a trust relationship between
multiple participants, which become the key technology to solve distributed trust.
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